![](data:image/jpeg;base64,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) ISO/IEC JTC 1/SC 29/WG 3 N1754

**ISO/IEC JTC 1/SC 29/WG 3**

**MPEG Systems   
Convenorship: KATS (Korea, Republic of)**

**Document type:** Output Document

**Title: Working Draft of ISO/IEC 23001-7:2023 AMD2: Brand definitions**

**Status:** Approved

**Date of document:** 2026-01-29

**Source:** ISO/IEC JTC 1/SC 29/WG 3

# Expected action: Publish

**Action due date:** 2026-01-29

**No. of pages:** 10 (with cover page)

**Email of Convenor:** young.L@samsung.com

**Committee URL:** <https://isotc.iso.org/livelink/livelink/open/jtc1sc29wg3>

**INTERNATIONAL ORGANISATION FOR STANDARDISATION**

**ORGANISATION INTERNATIONALE DE NORMALISATION**

**ISO/IEC JTC 1/SC 29/WG 3**

**CODING OF MOVING PICTURES AND AUDIO**

**ISO/IEC JTC 1/SC 29/WG 3 N** **01754**

**Online – January 2026**

|  |  |
| --- | --- |
| **Title** | **Working Draft of ISO/IEC 23001-7:2023 AMD2: Brand definitions** |
| **Source** | **WG 03, MPEG Systems** |
| **Status** | **Approved** |
| **Serial Number** | **25955** |

© ISO/IEC 2017 – All rights reservedISO/IEC 14496-5:2001/PDAM 43:2017(E) 63Part 5: Reference software, AMENDMENT43: New levels of ALS simple profileInformation Technology — Coding of audio-visual objectsÉlément introductif — Élément central — Partie 5: Élément complémentaireInformation Technology — Coding of audio-visual objects — Part 5: Reference software, AMENDMENT43: New levels of ALS simple profileE2017-01-18(30) CommitteeISO/IECISO/IEC J200143AmendmentInternational Standard2017 ISO/IEC 14496‑ISO/IEC 14496‑5ISO/IEC 14496-5/PDAM 43:2017    11291 2見出し 2見出し 1     0 STD Version 2.8f30   4C:\WorkD\Standards\ISO-IEC\_14496-5\_2001\_A43\_(E).docx             ISO/IEC JTC 1/SC 29 N 25955

Date:  2026-01-29

ISO/IEC 23001-7:2023/AMD 2:2026(E)

ISO/IEC JTC 1/SC 29/WG 3

Secretariat:

Information Technology — MPEG Systems Technologies— Part 7: Common Encryption in ISO base media file format files — Amendment 2: Brand definitions

*Élément introductif — Élément central — Partie 5: Élément complémentaire*

Warning

This document is not an ISO International Standard. It is distributed for review and comment. It is subject to change without notice and may not be referred to as an International Standard.

Recipients of this draft are invited to submit, with their comments, notification of any relevant patent rights of which they are aware and to provide supporting documentation.

**Copyright notice**

This ISO document is a working draft or committee draft and is copyright-protected by ISO. While the reproduction of working drafts or committee drafts in any form for use by participants in the ISO standards development process is permitted without prior permission from ISO, neither this document nor any extract from it may be reproduced, stored or transmitted in any form for any other purpose without prior written permission from ISO.

Requests for permission to reproduce this document for the purpose of selling it should be addressed as shown below or to ISO's member body in the country of the requester:

[Indicate the full address, telephone number, fax number, telex number, and electronic mail address, as appropriate, of the Copyright Manager of the ISO member body responsible for the secretariat of the TC or SC within the framework of which the working document has been prepared.]

Reproduction for sales purposes may be subject to royalty payments or a licensing agreement.

Violators may be prosecuted.

Information Technology — MPEG Systems Technologies— Part 7: Common Encryption in ISO base media file format files — Amendment 2: Brand definitions

*In section 9.4, consider how the following restrictions could be lifted:*

Section 9.4, currently has two modes for full sample encryption:

1. one for AES-CTR (section 9.4.2) where all bytes are encrypted (even if not complete),
2. one for AES-CBC (section 9.4.3) where the last bytes are left in the clear if less than a full block (called “whole-block full sample encryption”).

It is **currently not possible to use full sample encryption** (‘cenc’ or ‘cbc1’ protection schemes) **for a NALU-based video**, for example in case the content provider does not want to expose any of the NAL structure of the stream.

The section 9.4.1 states:

“*Full sample encryption may be used for all encrypted media types other than NAL structured video, which shall use subsample encryption*.”

Moreover, the definitions of the cenc (section 10.1) and cbc1 (section 10.2) protection schemes both state:

*“Encrypted video tracks or items using NAL unit structured video conforming to ISO/IEC 14496-15 shall be protected using subsample encryption specified in 9.5, …”*

The restriction only comes from the definitions of the protection schemes, and **most implementations are likely able to support full-sample encryption even for NALU-based video tracks**.

*In section 9.5.1; the definition of subsample encryption should be clarified:*

Each subsample shall have an unprotected part followed by a protected part, only one of which may be zero bytes in length (usually both are non-zero values). The total length of all of the subsamples shall be equal to the size of the sample itself, and they shall not overlap (BytesOfClearData + BytesOfProtectedData for all subsamples that make up a sample).

[Ed. Note: the specification never explicitly states that CENC SAI shall be present, this should be clarified.]

*In section 9.6, consider how the following restrictions could be lifted:*

Section 9.6 currently defines **pattern encryption** as a simple tool allowing to protect only N out of K blocks. In theory, the tool **could be applied to any protection scheme**, but is only allowed on subsample-based encryption modes in the definitions of ‘cens’ and ‘cbcs’ protection schemes, consequently mostly for NALU-based media only (except for ‘cbcs’ scheme).

[Ed. Note: It would be interesting to investigate how these restrictions could be lifted, especially considering the following statement from section 10.3:

“*Derived specifications may relax this constraint to allow usage of subsample encryption as specified in subclause 9.5, in which case pattern encryption as specified in 9.6 shall be used.*” ]

*In section 10.3, consider shall as a should:*

Section 10.3 states, for ‘cens’ AES-CTR, that:

" *The BytesOfProtectedData size shall be a multiple of 16 bytes to avoid partial cipher blocks in subsamples*”

(while the definition of cenc in 10.2 is considering a “should be a multiple of 16 bytes” …)

[Ed. Note: We need to understand why the "shall” is used in cens, as this decision is taken by the encryptor but does not impact the decryptor module]

*In section 10.3, rephrase:*

“The BytesOfProtectedData size shall be a multiple of 16 bytes to avoid partial cipher blocks in subsamples.”

*With:*

“In video tracks using subsample encryption, the BytesOfProtectedData size shall be a multiple of 16 bytes to avoid partial cipher blocks in subsamples.”

[Ed. Note: this is because “The BytesOfProtectedData size ” is meaningless in full sample encryption]

*In section 10.3, fix the contradiction:*

The ‘cens’ protection scheme states that

* “When a single key applies to each sample, encrypted tracks or items not using NAL structured video shall be protected using whole-block full-sample encryption as specified in subclause 9.7.” and
* “Constant IVs shall not be used”,

[Ed. Note: We note that the whole-block full sample encryption (9.7) is using constant IVs. The text should then be corrected to indicate usage of full sample encryption (9.4).]

*Add a new section in Annex B – (normative) Common Encryption Brands*

1. The 'coeg' brand
   1. Overview

The requirements for files and readers compliant to the brand 'coeg' are defined in the following subclause. It is meant to be independent of the actual protection schemes ('cenc', 'cens', 'cbc1', 'cbcs' …) and only providing constraints for the boxes used for signaling encryption, possibly with the 'seig' sample group. It does not constrain encryption parameters.

* 1. Requirements on files

Files containing the brand 'coeg' in the compatible brands array of the FileTypeBox shall conform to the constraints defined in this subclause.

The brand 'coeg' requires support for all file features of the 'coen' brand. In addition, files may contain boxes for 'seig' sample group.

* 1. Requirements on readers

Readers shall support all boxes required under the 'coen' brand plus the following box.

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **Hierarchy of boxes** | | | | **Version** | **Flags** | **Box description** |
|  |  | seig |  | - | - | CencSampleEncryptionInformationGroupEntry |
|  |  |  |  |  |  |  |

1. The 'coe2' brand
   1. Overview

The requirements for files and readers compliant to the brand 'coe2' are defined in the following subclause. It is meant to be independent of the actual protection schemes ('cenc', 'cens', 'cbc1', 'cbcs' …) and only providing constraints for the boxes used for signaling encryption, especially the version 2 of the TrackEncryptionBox. It does not constrain encryption parameters.

* 1. Requirements on files

Files containing the brand 'coe2' in the compatible brands array of the FileTypeBox shall conform to the constraints defined in this subclause.

The brand 'coe2' requires support for all file features of the 'coen' brand. In addition, files may contain TrackEncryptionBox with a version 2.

* 1. Requirements on readers

Readers shall support all boxes required under the 'coen' brand plus the following versions of the TrackEncryptionBox.

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **Hierarchy of boxes** | | | | **Version** | **Flags** | **Box description** |
|  |  |  | tenc | 0,1, **2** | Defined flags | TrackEncryptionBox |
|  |  |  |  |  |  |  |

*Add a new section in Annex B – (normative) Common Encryption Brands:*

1. Functional brands
   1. Overview

The following “functional” brands are defined as a restriction of Common Encryption tools for typical combinations summarized in Table XX (below). These brands are expected to be used by derived specifications to clearly indicate what Common Encryption tools are supported. Derived specifications can define how the brand is used. Care should be taken when these brands are used in the file especially when multiple tracks are present.

In particular, derived specifications should:

- Select structural brand (one or more)

- Select functional brands (one or more)

- Define the restrictions, if any, on the remaining free parameters; e.g. the actual pattern for ‘cbcs’ (for example the 1:9 pattern).

|  |  |  |  |
| --- | --- | --- | --- |
| **Protection scheme** | **Full sample**  **or subsample encryption** | **Key length**  **(in bits)** | **Functional brand** |
| ‘cenc’ | Full sample | 128 | ‘ce1f’ |
| 256 | ‘ce2f’ |
| Subsample | 128 | ‘ce1s’; ‘co1s’ |
| 256 | ‘ce2s’ |
| ‘cbc1’ | Full sample (non NAL) | 128 | ‘cb1f’\* |
| 256 | Not needed |
| Subsample | 128 | Not needed |
| 256 |
| ‘cens’ | Full sample  (whole block for non NAL) | 128 | Not needed |
| 256 |
| Subsample | 128 |
| 256 |
| ‘cbcs’ | Full sample  (whole block for non NAL) | 128 | ‘cb1f’\* |
| 256 | ‘cb2f’ |
| Subsample | 128 | ‘cb1s’ |
| 256 | ‘cb2s’ |
| ‘sve1’ | Not applicable | 128 | Not needed |
| 256 |

Table XX: list of functional brands

\*about ‘cb1f’: multiple protection schemes are not encouraged: for example, as ‘cbcs’ whole block full sample and ‘cbc1’ full sample are equivalent according to sections 9.7 and 9.4.3, only one, common, brand is defined.

* 1. Definitions

|  |  |
| --- | --- |
| *Brand value* | *Requirements* |
| ‘ce1f’ | The SchemeTypeBox in the ProtectionSchemeInfoBox shall be equal to ‘**ce**nc’.  When TrackEncryptionBox has version greater than or equal to 2, the following apply:   * use\_AES\_256 = 0 * use\_subsample\_encryption = 0x02 * default\_crypt\_byte\_block = 0 * default\_skip\_byte\_block = 0   When TrackEncryptionBox has version 0 or 1, the semantics of TrackEncryptionBox version 2 still apply. |
| ‘ce2f’ | The SchemeTypeBox in the ProtectionSchemeInfoBox shall be equal to ‘**ce**nc’.  When TrackEncryptionBox has version greater than or equal to 2, the following apply:   * use\_AES\_256 = 1 * use\_subsample\_encryption = 0x02 * default\_crypt\_byte\_block = 0 * default\_skip\_byte\_block = 0   When TrackEncryptionBox has version 0 or 1, the semantics of TrackEncryptionBox version 2 still apply. |
| ‘ce1s’ | The SchemeTypeBox in the ProtectionSchemeInfoBox shall be equal to ‘**ce**nc’.  When TrackEncryptionBox has version greater than or equal to 2, the following apply:   * use\_AES\_256 = 0 * use\_subsample\_encryption = 0x01 * default\_crypt\_byte\_block = 0 * default\_skip\_byte\_block = 0   When TrackEncryptionBox has version 0 or 1, the semantics of TrackEncryptionBox version 2 still apply. |
| ‘co1s’ | The SchemeTypeBox in the ProtectionSchemeInfoBox shall be equal to ‘**ce**nc’.  When TrackEncryptionBox has version greater than or equal to 2, the following apply:   * use\_AES\_256 = 0 * use\_subsample\_encryption = 0x01 * use\_encrypted\_slice\_header = 0x100 * default\_crypt\_byte\_block = 0 * default\_skip\_byte\_block = 0   When TrackEncryptionBox has version 0 or 1, the semantics of TrackEncryptionBox version 2 still apply. |
| ‘ce2s’ | The SchemeTypeBox in the ProtectionSchemeInfoBox shall be equal to ‘**ce**nc’,  When TrackEncryptionBox has version greater than or equal to 2, the following apply:   * use\_AES\_256 = 1 * use\_subsample\_encryption = 0x01 * default\_crypt\_byte\_block = 0 * default\_skip\_byte\_block = 0   When TrackEncryptionBox has version 0 or 1, the semantics of TrackEncryptionBox version 2 still apply. |
| ‘cb1f’ | The SchemeTypeBox in the ProtectionSchemeInfoBox shall be equal to ‘**cb**cs’or ‘cbc1’  When TrackEncryptionBox has version greater than or equal to 2, the following apply:   * use\_AES\_256 = 0 * use\_subsample\_encryption = 0x02 * default\_crypt\_byte\_block shall not be 0 * default\_skip\_byte\_block shall not be 0   When TrackEncryptionBox has version 0 or 1, the semantics of TrackEncryptionBox version 2 still apply. |
| ‘cb2f’ | The SchemeTypeBox in the ProtectionSchemeInfoBox shall be equal to ‘cbc1’  When TrackEncryptionBox has version greater than or equal to 2, the following apply:   * use\_AES\_256 = 1 * use\_subsample\_encryption = 0x02 * default\_crypt\_byte\_block shall not be 0 * default\_skip\_byte\_block shall not be 0   When TrackEncryptionBox has version 0 or 1, the semantics of TrackEncryptionBox version 2 still apply. |
| ‘cb1s’ | The SchemeTypeBox in the ProtectionSchemeInfoBox shall be equal to ‘**cb**cs’  When TrackEncryptionBox has version greater than or equal to 2, the following apply:   * use\_AES\_256 = 0 * use\_subsample\_encryption = 0x01 * default\_crypt\_byte\_block shall not be 0 * default\_skip\_byte\_block shall not be 0   When TrackEncryptionBox has version 0 or 1, the semantics of TrackEncryptionBox version 2 still apply. |
| ‘cb2s’ | The SchemeTypeBox in the ProtectionSchemeInfoBox shall be equal to ‘**cb**cs’.  When TrackEncryptionBox has version greater than or equal to 2, the following apply:   * use\_AES\_256 = 1 * use\_subsample\_encryption = 0x01 * default\_crypt\_byte\_block shall not be 0 * default\_skip\_byte\_block shall not be 0   When TrackEncryptionBox has version 0 or 1, the semantics of TrackEncryptionBox version 2 still apply. |
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